2CS3 Communication Skills

Fall 2006
ASSIGNMENT 5

PROJECT TOPICS

Instructor:  Devorah Abrams Farmer

Assigned:  November 1, 2006

Due:  November 9, 2006

1-2 page papers, NOT including a title page, bibliography, and footnote page.  Reviews 1-2  pages.   Presentations – 5 minutes.

Group topics 1

1. Do you think Microsoft is improving their product line, or “just adding bloat”?

2. What are the risks of Internet gaming?

3. Who owns Unix?

4. Is it a good idea to have everything you do recorded?  

5. Computing devices with Haptics technology can communicate vibrations in response reacting in real time to what is taking place on screen to simulate sensation. These advances could greatly enhance

a. Computer games

b. Automotive Technology 

c. And medical engineering 

Do you believe that technologists imagine a virtual world as the ultimate conclusion to these advances?

6. What technology is being used by Customs Service Officials at Ports of entry to examine luggage, cargo, etc? 

7. Is there anti-Spam that actually works?

8. Is all Spam, bad Spam?

9. Will Spam eventually “kill” email?

Group topics 2

1. Is it cost effective for companies to have Beta Testing?   Should software companies have Beta testing?

2. Secondary failures can occur from Internet Failures, as a result, such things as Blackouts can occur.  Therefore, problems may not be communicated or controlled during some of these occurrences.  What problems does one have to overcome in order for these things to be failsafe – Is there a huge risk of yet another and possibly more extensive problem occurring?

3. Anti-terrorist measures for software and national defense – can these work?  Are they possible?  What about one’s issues of privacy?

4. National identification systems can be considered a “double edge sword”, why?

5. Does an employee have any rights to circumvent Internet and email surveillance, and this invasion of privacy?  Should one be forced to give up one’s privacy?

6. What should be done with professional engineers who plagiarize?

7. Encryption can be used to safeguard one’s rights, but does it open any other “cans of worms”.

8. Censorship software

9. If it was against your beliefs, how could you avoid working on a project that asks you to convey extensive violence when developing software for a video game?

Group topics 3

2-3  page papers, NOT including a title page, bibliography, and footnote page (if not end noting.   Presentations -- 5 minutes.

1. Smart Cards, pros and cons.

2. What will be the biotechnology of the future and why?

3. Biometric identification such as fingerprint and facial recognition can be considered invasion of privacy or against one’s beliefs; how can one avoid either stepping outside of one’s personal beliefs and at the same time, not step outside the boundaries of the law?

4. Do Network Filters in IP work?

5. What software do the police have at their disposal to “catch the bad guys”, i.e. trying to catch terrorists, etc.?  Does it work?  

6. How do CSI or Crime Scene Investigators “catch their man/woman”?  How do they pursue forensic paper trails through the computer?

7. Who runs the Internet?

8. Why hasn’t ATM technology reached its expected potential to be the dominant Network technology? 

9. What will be free in the future, data or meta-data?

Group topics 4

2-3  page papers, NOT including a title page, bibliography, and footnote page (if not end noting).  Presentations – 5 minutes.

1. Anti-missile technology, can it actually work? 

2. Medical technology with robots for surgical applications.  Is this the wave of the future?

3.  Is Microsoft good for computing? 

4. Crossing platforms – can or will Unix and Microsoft OPs ever merge into one?

5. Can we protect ourselves with software against outside threats?  “Sophisticated, expensive electronic devices are being used 
to prevent terrorists from bringing weapons through American 
ports and borders. But can the technology provide security 
for bridges, tunnels and roads?”

6. System-recovery programs and System Restore functions, why are or aren’t they necessary?

7. European competition regulators are going after Microsoft, antitrust inquiry, is this an actual threat to the software giant?

8. Wireless Internet and Wi-Fi --

10. “Two leading computer researchers are challenging the government's policy of underwriting supercomputers. They argue that the money should be shifted to vast data-storage systems.” Explain what this means, and tell us why there should even be argued?

Marking Criteria

The following criteria will be used to mark your oral presentation:

1. The start.

2. Rapport with audience.

3. Organization.

4. Command of subject.

5. Balance.

6. Delivery.

7. Visual aids.

8. The finish.

9. Response to questions.

10. Overall effectiveness.

The following criteria will be used to mark your written work.

1. Heading.

2. The start.

3. Organization.

4. Command of subject.

5. Balance.

6. Grammar and spelling.

7. Use of language.

8. Appearance.

9. The finish.

10. Overall effectiveness.
REVIEWS


Reviews of your partner’s papers will be 1-2 pages long.  Your partner will review your work and you will review theirs.  Please be thoughtful and give your partner plenty of time to review your paper before it has to be submitted.

